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Secure Analytics: Key 
Features and Functionalities 
 

 
Cisco Secure Analytics collects and analyzes telemetry from all parts of the 
enterprise network to provide visibility, advanced threat detection, and 
network compliance. With this continuous monitoring, you are able to quickly 
respond to any threat that has managed to infiltrate the organization or might 
have originated within. Secure Analytics offers two deployment models: 
Secure Network Analytics is deployed on-premises with hardware appliances 
or virtual machines, whereas Secure Cloud Analytics is delivered as a SaaS 
solution. 
 
 
 

  



Cisco Public 

Secure Network Analytics and Secure Cloud Analytics Use Cases 
The below table lists the use cases and functionalities that are available for both Secure Analytics' on-
premises and SaaS offerings, with each category further broken out based on currently available features 
versus ones that are either in development or on the roadmap. 
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