
Microsoft Entra ID, previously known as Azure Active Directory or simply Azure AD, is a 
cloud-based identity and access management service that helps organizations manage and 
secure access to their resources. 

Entra ID provides a range of features, including:

•	 Identity and Access Management: It connects people to their apps, devices, and data, 
ensuring secure access to both external and internal resources.

•	 Identity Governance: This helps organizations comply with regulatory requirements  
and manage the identity lifecycle through real-time, self-service, and workflow-based 
app entitlements. 

•	 External Identity Management: Entra ID also supports authenticating external users, 
such as customers, partners, and suppliers into application 

Connection services can enable the solution for your organization and provide  
ongoing managed services.
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Please contact your 
Connection Account 
Team to learn more.

Why Connection? 
As a Top Tier Microsoft Partner, Connection provides a range of products, services, and 
solutions, along with technical expertise, to help your business navigate the constantly 
evolving technology landscape. We fuel innovation by focusing on effective delivery and 
deployment, and our deep knowledge ensures that you maximize the return on your 
Microsoft investments. Connection holds many technology solution designations and 
advanced specializations.

PLANNING BUILD TEST/DEPLOY SIGN-OFF

•	 Review scope

•	 Review current Active 
Directory, Azure AD

•	 Plan for advanced 
identity protection and 
security features

•	 Plan for Privileged Identity 
Management (PIM)

•	 Agree on project plan

•	 Deploy Entra Connect

•	 Run import/sync 
if necessary

•	 Configure access, 
self service and 
MFA as needed

•	 Configure identity 
protection

•	 Test access

•	 Test directory 
synchronization and 
single sign-on.

•	 Test Entra ID conditional 
access and features

•	 Assign to users

•	 Validate success criteria

•	 Remediation, if 
necessary

•	 Knowledge transfer

Our Approach to Microsoft Entra ID Implementation


